
Freedom Fighter Manual

fifth edition

livingfreedom

2024



For every libertarian, anarchist, and (in general) human being wanting to fight for his/her freedom.

This paper mostly consists of quotations and information from the following texts:
“Secret Freedom Fighter: Fighting Tyranny Without Terrorizing the Innocent” - Jefferson Mack

“An Agorist Primer” – Samuel Edward Konkin III
’Counter-Economics: From the Back Alleys to the Stars’ - Samuel Edward Konkin III

”Anarchozionism”– Samuel Edward Konkin III
and personal advice.

Future editions, with more comprehensive information, are planned.

Pieces of the text new to the previous edition are underlined.

If the game is immoral, don’t play by its rules.
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1 Introduction

As mentioned earlier, this document is intended for people already convinced to the idea of Anarchism,
Anarcho-capitalism and/or Agorism. If the reader is still not convinced or even is not familiar with these
terms, there are suggested materials to begin with:

• ”What Anarchy Isn’t” Larken Rose:
odysee.com/@WakeUpMirror:3/LR-WAINp

• ”Anatomy of the State” Murray N. Rothbard:
odysee.com/@MemoryoftheWorld:f6/121057

• ”Government - The Biggest Scam in History Exposed” (5th edition) (2023) Etienne de la Boetie2:
ecency.com/politics/@livingfreedom/government-the-biggest-scam-in

2 Agorism

Agorism is the practice of counter-economics and
the ideas associated with that practice. ... Agorism
(based on the principle of counter-economics) pro-
motes withdrawing from the state and using counter-
economic activities to minimize what a person con-
tributes to the state in the form of taxes, license fees,
and so forth. ... The term was coined by Samuel Ed-
ward Konkin III, and comes from the classical Greek
word ‘agora’ referring to an open place for assembly
and market ‘polis’ (ancient Greek city-states). ...
All (non-coercive) human action committed in defi-
ance of the State constitutes the Counter-Economy.
... Counter-Economics, the study and/or practice
of all peaceful human action which is forbidden by
the State ... People have discovered and acted in a
Counter-Economic way without understanding what
they are doing, why they are doing it, and even deny-
ing that they are doing it at all.
Understanding what you are doing usually helps, and
applying Counter-Economics systematically and con-
sistently maximizes both your profit and freedom. ...
The basic law of Counter-Economics is to trade risk
for profit.
Suppose you wish to do something Counter-
Economic. To be specific, you can buy something
for $10,000 and sell it for $20,000. Your regular
overhead is $5000. Your net return on investment
is $5000 (on an investment of $15,000 that’s 33%,
extremely high) but, since there is a risk, how can you
tell if the return is worth it?
Let’s say the government claims it catches 20% of
those doing what you want to do. If you are caught,
the penalty would be a (maximum) fine of $50,000 or
six months in jail. Your “downside” risk, then, is 20%
of $50,000 or $10,000. In this example, it would not
be worth it: to gain $5000 but risk losing $10,000.
If the apprehension rate were 10% and the fine
$25,000, then your risk would be $2500 for a gain
of $5000. As is obvious, you could get caught one
time in ten, pay off your fines, and still come out way
ahead. Of course, all these calculations make certain

assumptions about your subjective values.
You may fear risk to a pathological state and any risk
is too much. Or you may love frustrating the State
and take high risks for lower gain just for the fun of
it.
Actually, a more realistic risk estimate would include
the price of a lawyer to beat your charges and the
probability of being convicted after apprehension. As-
sume that the retainer to your lawyer raises your
overhead $1000 per transaction. Now your payoff is
$4000, but the conviction rate (with plea bargaining
and court delays) is only 20%. (Again, that is high
in many jurisdictions; many cases are dropped long
before they come to trial.) Now your risk, using our
first figures, is 20% of 20% of $50,000, or $2000.
With a payoff of $4000, a loss of $2000 would deter
few entrepreneurs. If you would like a simple formula
for your own business, try this:

counter-economic payoff = profit - loss = (promised
price) - (cost - overhead) - ((penalty or fine) x (prob-
ability of arrest) x (probability of conviction))

If positive, go. If negative, don’t go. Taking rea-
sonable steps to conceal your activities from acciden-
tal discovery, learning to talk only to trusted friends,
spotting poor risks or government agents all reduce
your risk and increase your payoff. As you develop
techniques to lower your risk, you will increase your
counter-economic activities. More of them become
profitable. ...
... applying Counter-Economics to all your actions
and linking preferentially with others who do so cre-
ates an ever-bigger agora.
The path from here [the current existence of the
state] to agora now becomes blindingly obvious. As
more people reject the State’s mystifications ... the
Counter-Economy grows both vertically and horizon-
tally. Horizontally, it involves more and more people
who turn more and more of their activities toward the
counter-economic; vertically, it means new structures

2



(businesses and services) grow specifically to serve the
Counter-Economy (safe communication links, arbitra-
tors, insurance for specifically “illegal” activities, early
forms of protection technology, and even guards and
protectors). Eventually, the “underground” breaks
into the overground where most people are agorists,
few are statists, and the nearest State enforcement
cannot effectively crush them. ... Finally, one grows
large enough to defend itself against the nearest State
... Others rally to it and those agorists staying “home”
under States’ rule become ever-richer trading ports
with the first agora condensations. The rapid col-
lapse of State taxation ability at this point will push
the State to rely even more on inflation to support
itself. The Counter-Economists abandon fiat money
ever-faster [in favour of cryptocurrencies, gold, sil-
ver, and barter] ... At the critical point when the
protection companies can protect anyone who asks
for a policy and is willing to pay for it, the State
loses its monopoly of legitimized coercion. Once the
power elite realizes that “it has come to this,” they

will throw all the force they have left at the agora.
The protection companies will defend the agorists,
the taxpayers will flee the State to the free market,
the military will desert as the State runs out of (ac-
ceptable) pay and supplies for them, and the State
will collapse.
... the collapse of the Soviet Union, due in no small
part to Counter-Economics; the rise of Islamic ter-
rorism; the return to a war-based (or, at least, war-
accommodating) establishment economy; the scatter-
shot legalization (but not decriminalization) of mar-
ijuana; the privatization (however meager) of space
travel; the explosion of both computer encryption
power and hackers’ ingenuity; the rise of digital cur-
rency à la Bitcoin; the ubiquity of surveillance sys-
tems; the abandonment of any vestige of mouthed
support for Liberty by the elites of US political par-
ties, corporate boards, and governments worldwide.
All these events have only served to increase, not de-
crease, the size and scope of the Counter-Economy.

2.1 Counter-Economics tips

2.1.1 Five markets

State approved State banned un-
less done in state
defined manner

State banned

MORAL White Market:
legal employment,
legal business, taxed
goods, regulated
goods

Gray Market: em-
ployment of the
books, untaxed
goods, unregulated
goods

Black Market:
some drugs, some
sexual activities,
some weapons

IMMORAL Pink Market: war
/ torture, taxation,
imprisonment for
victimless crimes,
compulsory educa-
tion

Red Market: murder, theft, rape, slavery

counter-economics = gray market + black market

2.1.2 Some of the tools of Counter-Economics:

• grey market and black market

• dissidence both foreign and domestic

• tax resistance/tax evasion

• ignoring millions of regulations on business

• underground schools and shopping centers

• drug trafficking

• gold, silver, barter, cryptocurrencies

• smuggling people/illegal immigrants

• creative computing and secure information sys-
tems

• gun-running, gun smuggling, 3D printed guns

• 3D printing goods/products by yourself
– that way there is no need to buy them and
potentially pay ‘taxes’

• self-fulfillment and psychiatric resistance

• historical revisionism

• homesteading
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2.1.3 To ease tax evasion:

• use cash

• don’t use electronic bank payments

• use cryptocurrencies – especially those focused
on privacy: Monero, Dash (CoinJoin), Zcash

• don’t talk with others about what you do, unless
you really can trust them

• barter is another useful option – exchange your
products & services for products & services of
others

• always try to not disclose your real, true infor-
mation

• double your accountant books – if you know
how; the most important thing for ‘skimming’
– be consistent;

“If you skim, skim the same amount each year.
If you let one year go by without taking any-
thing off and then take 20 percent the next,
you’re going to get caught. Even an IRS audit
doesn’t mean the end of the world. You are usu-
ally notified in advance. All you have to do is
buy some new receipt books and make them fit
your figures. As long as the receipts are num-
bered consecutively, and the figures jibe, you’re
O.K. In fact, the year I cheated the government
was the year I was audited. The upshot was the
inspector ended up congratulating me on what
fine shape my records were in. Cheating the
government is so easy it’s pitiful.”

• when exchanging fiat ’money’ for cryptocurren-
cies, use crypto ATM, and cover your face with
something – sunglasses, hat, surgical mask (use
COVID as a pretext)

2.1.4 Suggested:

• bitrefill.com

• buy.cakepay.com

• kycnot.me

• purse.io

• particl.io

• countermarkets.com/blog/

• torproject.org

• lokinet.org

• getmonero.org

• coinatmradar.com

• bisq.network

• z-library.se

• Hidden Wiki (TOR)

• odysee.com/@livingfreedom:3

2.2 If you can’t be an agorist, manage your wealth wisely

Not always and not everyone can be a successful Agorist. Sometimes it’s too risky or just plain impossible to
buy or sell something in an ethical manner – without extortion (taxes) and not using state currency. If you
can’t use Counter-Economics in some situations try to spend you money wisely.

• The less you spend, the less VAT (Value-Added
Tax) there will be extracted from your money
for the state.

• If you have water, electricity and heat from the
state-run facilities, the less you pay for them,
the smaller portion of your money goes to the
state.

• If, in case of some services, you can choose be-
tween something state-run and something pri-
vate (for example: postal services, hospitals,
school), then consider to pay even slightly big-
ger price for the private services and goods –
only some part of money earned by them will
go, in form of taxes, to the state then.

• Minimalism - if you have something that you no
longer need – sell it. If you can’t or don’t want
to sell it – give it to some friend or a member
of your family but don’t give it to the state-run
charities or state libraries and so on.

• Minimalism – instead of spending your money
on stuff that can be stolen from you by the
state, spend them on experiences

• If you know (you are sure about it or there is a
high probability for this) that your wealth will
be stolen by the state mercenaries and you have
no time to sell your possessions – destroy them.
Let your stolen wealth not enrich thieves.

3 Vote with your feet

Go where you are treated best. Just as you can vote with your wallet, you also can vote with your feet.
Relocate to a region / city: with smaller extortions (taxes), better climate, less ’regulations’, more places to
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hide in times of emergency etc.
Big cities are probably the worst places for freedom loving people, because their centralized nature let politi-
cians impose more control over the population. It’s much harder to harass a million people scattered over ten
cities than a million concetrated in one.

3.1 The perils of anarchizionism

From the earliest days of Ayn Rand’s influence
over the Libertarian Movement, frustrated activists
have given up on their efforts to reform or revolt
against the American State to seek the promised
Gulch (some promised land / free zone). All the at-
tempts (to the day) have failed. .. The villain in all
these cases has been the State — always ready to
move against the opening of a free society anywhere.
Why hasn’t the State’s intervention been assumed
from the beginning? ... Why should they believe
that the very institution willing to follow them home,

into their pockets and bedrooms, would suddenly go
“hands-off” because they crossed some imaginary line
on a globe? ... As for me, anarchy begins at home.
Current examples of anarchozionism:
a) seasteading (seasteading.org)
b) The Free State Project (fsp.org)
c) Liberland (liberland.org)
d) network state (thenetworkstate.com)
The original article:
https://odysee.com/@livingfreedom:3/anzionsek3:7

4 Don’t openly confront the authorities

1. Politicians, police and military often love:
confrontations, shoot-outs, pulling their guns
and arresting people, putting down a riot, big
trials with lots of newspaper coverage.
It gives them a chance to show how powerful
they can really be.

2. They usually will be expecting open confronta-
tion and will be prepared to deal with it (de-
tention camps, secret police, riot-control equip-
ment, and the army).

3. Once you have been identified as a trouble-
maker, you are probably going to be watched
continually.

4. The secret freedom fighter has to be the in-
visible man, the person the government would
never expect is spending his time planning how

to hurt the government.

5. If you want to be a secret freedom fighter, you
don’t want to join any protest groups, stand on
any street corners making speeches, or run with
a mob throwing rocks at police vehicles. You
want to look like a ”good citizen.”

6. If the state mercenaries (police, military) are di-
rectly threatening your life - try to defend your-
self, but remember - they would probably have
an advantage of force and they can unfortu-
nately kill your that way or another.

7. If that heroic fight for your life would end in
state court it is 99 % certain that the police
would get an upper hand.

8. Open confrontation is always the last resolution.

5 Never help the government

Just because the secret freedom fighter is avoid-
ing open confrontation doesn’t mean he is so anxious
to be a good citizen that he goes out of his way to
cooperate with the bastards. What you want to do-
as much as is possible-is to ignore the government.
Never voluntarily do anything that will help the gov-
ernment in any way.
Cheat on your tax payments, but do it cleverly. Buy
illegal and black market goods if they are available.
Poach game. Let your kids stay home from school
every chance they can, especially if the teachers are
handing out government propaganda.
Don’t fill out forms or provide the government with
any kind of information unless there is a government

official standing there insisting that you do so. Don’t
volunteer your services for anything the government
is trying to do, no matter how worthwhile the project
appears to be. Don’t turn the heat down unless you’re
hot, and leave the lights on at night if you can afford
the electricity. So the dam broke, and they are asking
that every citizen turn out to help shore up the levy.
A government that steals freedom shouldn’t get any
help. Let them pay to hire people to haul sandbags.
Of course, in a totalitarian state, someone will proba-
bly show up at your door pointing a gun to make you
volunteer. When that happens, don’t argue. Go, but
start thinking about how you can sabotage the whole
operation and get away with it. You can look busy
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while in actuality doing nothing at all, you can drop
tools in the mud when nobody is looking, or look for
tools lying around that can be broken lost, hidden, or
stolen.
Never rat on a fellow citizen no matter what he is

doing. The more time spent on solving petty crimes,
enforcing blackouts, eradicating the black market, and
catching drug dealers, the less time there is to spend
hunting you and people like you.

6 Confronted insist on your innocence and play ignorant

1. Many people put themselves in jail because of
their big mouths - they talked too much.

2. If you are living in a totalitarian state and are
avoiding your civic duties, sooner or later some
government official is going to ask you why.
The smart man in such a situation becomes the
dumbest citizen in the country. He hasn’t been
reading the newspapers, he doesn’t listen to the
radio, he doesn’t know a thing about what is go-
ing on. But he loves the government and loves
doing his civic duty.

3. If he is asked a direct question, he gives as little
information as possible.

4. He never gives any information that wasn’t de-
manded.

5. He is never suggesting by his tone or his attitude
that he is being anything but totally coopera-
tive.

6. The clever cop, devious IRS agent, and success-
ful detective have a little device - they will ask
their victim a question. Nine times out of ten
the guy in the jam can’t stand the silence, so he
starts talking, volunteering information. That’s

the information that puts him behind bars or
adds another grand to his income-tax bill.

7. If you want to be a secret freedom fighter, learn
to keep your mouth shut.

8. Keep a smile on your face and stare right back
at the louse. Maybe he can’t stand the silence
either and he’ll spill something that you might
find useful.

9. If you are asked to explain why you didn’t do
something like file your tax return, hand in your
guns, get a license to have a radio, or report
your crop harvest, claim it was because you
didn’t know it was required and tell them you
will start doing it right now.

10. Playing ignorant usually works, not because the
local authority will ever believe you are inno-
cent, but because he starts out with an assump-
tion that you are dumb. Every authoritarian in
the world believes that the average citizen is so
stupid he is incapable of making his own deci-
sions.

11. But that’s not a point you want to debate when
the government confronts you. That way they
might not discover what you are really up to.

7 Get prepared before it happens

The ordinary survivalists won’t be defending their
caches of food, supplies, and weapons from roving
bands of their neighbors. They will be fighting or-
ganized military units sent out by the government to
confiscate such caches for ”the common good.”
... and do it quietly, secretly. Let the enemy (and even
your neighbors) don’t know about your preparations.

... city people will be able to play critical roles in the
fight to get freedom back if they have prepared them-
selves to do so. In fact, the average city-dweller will
probably be in a much better position to fight back
than those living in a more rural setting because he
will have more daily contact with the oppressors.

8 It’s good for a freedom fighter to have

8.1 Weapons

1. Have a firearm and learn how to use it.

2. A new totalitarian government is going to try
to round up all the weapons in private hands.

3. Collect at least one weapon that is not regis-

tered in your name and address.

4. If you bought all your weapons from a dealer
and filled out the proper forms, you can still
fog the issue the next time you move. Don’t
leave a forwarding address with the post office,
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local officials, landlord, neighbors, or the new
resident.

5. Don’t forget to keep plenty of ammunition on
hand, bought in small quantities at different
places.

6. The best kind of firearm is one that is silenced.

7. Sniper riffle is better than a hand gun, because

it gives the freedom fighter a much needed dis-
tance. A bomb may be even better - it gives a
distance and a time.

8. 3D printed guns are the new ’cool & sexy’ thing
in the neighborhood. For 3D printed guns a 3D
printer is obviously needed and - in most cases
- so called ’gun mill’ (CNC machine) too (ex-
ample: https://ghostgunner.net/).

8.1.1 For more materials on this subject

• The Gatalog: thegatalog.com

• Deterrence Dispensed – LBRY channel:
odysee.com/@Deterrence-Dispensed

• Deterrence Dispensed – official website:
deterrencedispensed.com

• Defense Distributed – website:
defdist.org

• defcad – LBRY channel:
odysee.com/@defcad

• Ctrl+Pew:
odysee.com/@CTRLPew , ctrlpew.com

• 3D printers without KYC:
3dprintergobrrr.com

In case you can’t or don’t want to buy a 3D printer, you can make one by yourself, using quite simple
materials. RepRap project may be helpful: reprap.org/wiki/RepRap

8.2 Equipment

You might not have any use now for a pair of wire cutters or a crowbar, but they could prove critically
important once you start on the attack. Focus on tools like machetes and axes that can be converted into
hand weapons. Don’t forget rope and several kinds of glue. A small supply of gasoline is a must, provided
you have a safe place to store it. A couple of those cans of white gas used in camp stoves would do just fine
for use in making Molotov cocktails someday. And no one will be suspicious if you have such cans in your
possession. It’s a good idea to store rubber gloves, the kind sold to protect against dish washing and harsh
cleansers. Latex gloves are even better. At some point as a freedom fighter, you will be handling things that
you want to make sure don’t carry your finger prints.

8.3 Information

1. Learn all you can (Internet, warning label on
a can, etc.) about poisons, readily available
chemicals, and household products.

2. Collect maps and engineering plans of roads,
waterways, sewer lines, and water mains.

3. where the government installations and build-
ings in your city and county are located

4. the military bases in the area - what power,
communications, and water lines service such
installations

5. identify people who work in government build-
ings and what they do

6. in your apartment building - identify all the
exits, especially basement windows and doors
leading to the roof

7. Plan for getting back into your house or your
apartment without being seen.

8. learn what poisonous plants grow wild in your
area

8.4 Concealment

Identify places in your home, apartment building, and neighborhood where you can secrete supplies, weapons,
plans, documents, and similar items. ... If you have a large yard or live in a rural area, establish stocked
hiding places away from the house.
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8.5 Physical fitness

Get in shape. ... Why have the freedom you have now if you can’t enjoy it because of self-induced physical
limitations? If you have to fight to get freedom back, fitness will be a weapon.

8.6 Censorship resistant technologies

lbry.coma) codeberg.org/librarian/librarianb) webtorrent.io + thepiratelist.comc)

hive.iod) status.im status.appe) helium.comf)

zeronet.iog) beechat.networkh) briarproject.orgi)

mysterium.networkj) torproject.orgk) joinmobilizon.orgl)

arweave.orgm) ardrive.ion) ipfs.techo)

sarcophagus.iop) althea.netq) meshtastic.orgr)

joinmastodon.orgs)

9 Getting at them

1. Blowing up bridges and attacking military con-
voys - those kinds of operations require teams
of fighters.

2. The secret freedom fighter always wants to work
in secret and strike from ambush, hitting the en-
emy, then escaping to plan and act again.

3. You want to find things that you yourself can
do without getting caught that will make some-
body in the oppressor government unhappy, or

hurt, or dead.

4. At the minimum, you want to give him extra
work, make him look bad with his boss, and
maybe divert his attention from what he is sup-
posed to be doing for a while.

5. Better, you want to make him physically sick
and mentally discouraged. Even better, you
want to take him completely out of the picture
for a day, or a week, or, best of all, forever.

9.1 Potential targets

• Foreign military occupation troops.

• National military forces, especially those en-
gaged in the suppression of political dissidents
or fighting guerrilla bands of openly commit-
ted freedom fighters. Officers first and then the
noncoms.

• Government leaders, political authorities, and
all members of their immediate staffs.

• The secret police or any police organization en-
gaged in political repression and persecution.

• Ruling political party leaders and officials.

• Civilian government employees directly engaged
in the repression of basic freedoms.

• Known collaborators.

The freedom fighter should always take care to ensure that the not targeted groups do not get injured.

9.2 Amateur arsenal and armory

• good quality bike or baseball
helmets, sport protectors and
sport goggles

• Molotov cocktail

• baseball bats and metal pipes

• spring loaded and kitchen
knives

• axe, pitchfork

• lighter (with a long wand)
+ flammable aerosol =

flamethrower

• gunpowder = charcoal +
saltpetre + sulfur

• small, camouflaged drones,
delivering explosives

9.3 On-the-job opportunities

A number of professions and occupations offer unique opportunities for inflicting damage on the enemy:
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• military draftee

• forced laborer

• government worker

• government contractor

• employee of hotel industry
and gastronomy

9.4 Assassination Politics

An assassination market is a prediction market where any party can place a bet (using anonymous electronic
money and pseudonymous remailers) on the date of death of a given individual (usually a hated public figure -
politician, government official, military commander), and collect a payoff if they ”guess” the date accurately.
This would incentivise assassination of individuals because the assassin, knowing when the action would take
place, could profit by making an accurate bet on the time of the subject’s death. Because the payoff is for
accurately picking the date rather than performing the action of the assassin, it is substantially more difficult
to assign criminal liability for the assassination.
Technologies like Tor, cryptocurrencies (especially privacy-focused), and decentralized prediction markets (like
Polymarket) have enabled online assassination markets.
Video summary:
https://odysee.com/@livingfreedom:3/Jim-Bell’s-’Assassination-Politics:5

Assassination Politics debate:
https://odysee.com/@livingfreedom:3/ap_debate_02:7

’Assassination Politics - past and present’:
https://ecency.com/politics/@livingfreedom/assassination-politics-past-and-present

9.4.1 What the implementation of ”assassination politics” might look like for a potential assassin

1. The decision on whether to perform the mission.

2. Checking the bets available on functioning pre-
diction markets.
Examples:
a) polymarket.com
b) defillama.com/protocols/Prediction%20Market
c) potential prediction markets operating on the
TOR network

3. Learning about the rules of specific pre-
diction markets (whether operations can be
blocked/censored, what methods and cryp-
tocurrencies can be used to pay, etc.).

4. Gathering the knowledge needed to complete
the mission.

5. Evaluating the chances of success and the po-
tential profitability of the entire operation (e.g.,
how much USD will be won, in exchange for
every dollar bet on the death of a politician, if
that politician would die).

6. If the operation is regarded as profitable:
a) collection of the needed equipment
b) preparation of an accurate action plan and a
backup plan, in case of problems

7. Placing a bet on a prediction market.

8. Execution of the operation.

9. (optional) Waiting some period of time to re-
duce the chance of detection.

10. Collecting the payoff from the prediction mar-
ket.

11. ”Laundering” crypto winnings. Most predic-
tion markets operate on public, transparent
blockchains, such as Ethereum, which means
the need to cover up the traces of the trans-
actions (e.g., by properly exchanging won ETH
for Monero).

9.5 You don’t have to kill someone to ruin his day

• A hotel maid can sprinkle a bit of itching pow-
der in the clean underwear of a hotel guest she
knows is in the target group.

• Cockroaches can be released in a gov. office.

• An irritating chemical can be slipped into the
soap dispenser in a government building.

• Incriminating, or in general useful, informa-
tion on the politicians can be found in emails,

phone conversations recorded in restaurants,
trash cans next to politicians’ houses.

• Few old film negatives or an unexposed roll of
film - wrap it in paper and light it. Throw that
into the air intake. The building will have to be
evacuated.

• The anonymous letter can do damage - they
work even better if at least some of the infor-
mation is true.
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• Look for places where electrical machinery can
be shorted out but won’t blow until it is turned
on. The best action is against machinery for
which you are not accountable.

• Automobiles - critical nuts can be loosened, hy-
draulic lines weakened, wires cut through or
shorted, tires damaged, all sorts of nasty things
can be put into the gas tank.

• There are four kinds of IT sabotage. You can

damage the hardware, steal, alter, damage or
destroy data, alter or damage the software.

• In public toilet, in government building (depart-
ments, public schools, public universities etc.),
that you visit:
flush a sock filled with fast-setting cement down
the toilet;
leave some water running, some electric light
on, etc.

... and so on ...

10 Privacy is a camouflage

For more privacy:

• don’t talk about your secret fight for freedom
with others

• if you must talk - do it only with trustworthy
people

• use cell phone/smartphone as rarely as possible
- they are primarily tracking devices

• if you must use your mobile phone use
secure and private messenger, for exam-
ple Status (https://status.im) or Signal
(https://signal.org/)

• when going out with your phone and not ex-
pecting any important calls - use Faraday phone
case or at least turn on ’airplane mode’

• on your phone, use the lock screen option with
a password

• encrypt the system disk on your laptop / desk-
top computer

• for more privacy-focused IT services check
privacyguides.org, privacytools.io

• use VPN - preferably one with the possibility of
crypto payments

11 The Freedom Cell Network

Freedom Cells are local, peer to peer groups typically consisting of 8 people. Cell members organize themselves
in a decentralized manner with the goal of empowering group members through education, peaceful non-
compliance, and the creation of parallel institutions. Think of it as your activist support network.
Official site: freedomcells.org
Video introduction: odysee.com/@corbettreport:0/solutionswatch-bush

12 Suggested reading materials

• ’An Agorist Primer’ – Samuel Edward Konkin
III
odysee.com/@AgoristLibraryProject:7/

An_Agorist_Primer

• ’Counter-Economics: From the Back Alleys to
the Stars’ - Samuel Edward Konkin III

• ’Secret Freedom Fighter: Fighting Tyranny
Without Terrorizing the Innocent’ - Jefferson
Mack
odysee.com/Freedom-Fighter

• ’Invisible Resistance To Tyranny: How to Lead
a Secret Life of Insurgency in an Increasingly
Unfree World’ - Jefferson Mack

odysee.com/@livingfreedom:3/Invisible-
Resistance-To-Tyranny -How-to-Lead-a-Secret-
Life-of-Insurgency-in-an-Increasingly-Unfree-
World-Mack-Jefferson-Paladin-Press-(2002)

• ’Internet Index of Freedom - 1st edition’
odysee.com/@livingfreedom:3/internet_

index_of_freedom

• ’Assassination Politics - J. Bell, R. Vroman, R.
Murphy, A. Young, A. Greenberg’
odysee.com/@livingfreedom:3/ap_

debate_02

• ’100 Deadly Skills: The SEAL Operative’s
Guide to Eluding Pursuers, Evading Capture,
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and Surviving Any Dangerous Situation’ - Clint
Emerson
odysee.com/@surviepdf:3/100-Deadly-Skills:5

• ’Vonu - A Strategy for Self Liberation’ - Shane
Radliff
odysee.com/@livingfreedom:3/Vonu-A_

Strategy_for_Self-Liberation

• ‘Sedition Subversion and Sabotage - field man-
ual No. 1, A Three Part Solution to The State’
odysee.com/@livingfreedom:3/Sedition-
Subversion-and-Sabotage—field-manual-No.-
1,-A-Three-Part-Solution-to-The-State

• livingfreedom LBRY channel
odysee.com/@livingfreedom

Future editions, with more comprehensive information, are planned.
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